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Marlene Dortch, Secretary
Federal Communications Commission
445 1i h Street, SW
Washington, D.C. 20554

TELUS
215 Slater Street, 8th Floor
Ottawa, Ontario
Canada KIP OA6

www.TELUS.com

613 597 8459 Telephone
I 866 844 3404 Facsimile
michael.hennessy@telus.com

RE: EB Docket No. 06-36: Annua/47 C.F.R. § 64. Ogre) CPN/ Certification

Dear Ms. Dortch:

Enclosed for filing with the Federal Communications Commiss on ("FCC"), please find the 2011
annual CPNI compliance certificate for TELUS Commun cations Company' and TELUS
International (U.S.) Corp., flk/a TELUS Enterprise Solutions Co . (collectively "TELUS").

The following TELUS affiliates also hold federal registration n mbers from the FCC, but did not
provide any telecommunications services during the 20010 cal ndar year, and, therefore, are not
required to submit a compliance certificate: TELUS Corp. nd TELUS Communications Inc.
TELUS notes, however, that to the extent that these ent ties in the future may provide
telecommunications, TELUS's CPNI policies stated herein will a ply to all such entities.

If you have any questions regarding the attached CPNI Compli nce certificate, please contact me
using the contact information listed above or Erin Em ott at (202) 536-3160, email:
erin.emmott@telus.com.

Thank you for your assistance with this matter.

Respectfully submitted,

~d!n~
Senior Vice-President, Regulatory and Government Affairs

Attachments

cc: Best Copy and Printing Inc. (via email: fcc@bcpiweb.c m)



TELUS COMMUNICATIONS COM ANY
TELUS INTERNATIONAL (U.S.) C RP.

Annual 47 C.F.R. § 64.2009(e) CPNI C rtification

EB Docket 06-36

Annual 64.2009(e) CPNI Certification for 2011 covering the prio calendar year 2010

1. Date Filed: March 1,2011

2. Names of company(s) covered by this certification: T LUS Communications Company
and TELUS International (U.S.) Corp. flk/a TELUS Ent rprise Solutions Corp.
(collectively, "TELUS")1

3. Form 499 Filer 10: 825684

4. Name of Signatory: Michael Hennessy

5. Title of Signatory: Senior Vice-President, Regulatory an Government Affairs

6. Certification:

I, Michael Hennessy, certify that I am an officer of TELUS an acting as an agent of TELUS, I
have personal knowledge that TELUS has established operatin procedures that are adequate to
ensure compliance with the Commission's CPNI rules. See 47 FR. § 64.2001 et seq.

Attached to this certification is an accompanying statement e plaining how TELUS' procedures
ensure that TELUS is in compliance with the requirement (including those mandating the
adoption of CPNI procedures, training, recordkeeping, and sup rvisory review) set forth in section
64.2001 et seq of the Commission's rules.

TELUS has not taken actions (i.e., proceedings instituted or pe itions filed by a company at either
state commissions, the court system, or at the Commission a ainst data brokers) against data
brokers in the past year.

TELUS has not received customer complaints in the past year ncerning the unauthorized
release of CPNI.

TELUS represents and warrants that the above certification is consistent with 47 C.F.R. § 1.17
which requires truthful and accurate statements to the Commi sion. TELUS also acknowledges
that false statements and misrepresentations to the Commissio are punishable under Title 18 of
the U.S. Code and may subject it to enforcement action.

Sjgned~~
Michael Hennessy
Senior Vice-President, Regulatory and Government Affairs
TELUS

As stated in the cover letter, although four TELU entities hold FRNs from the
Commission, only two TELUS entities - TELUS ommunications Corporation and
TELUS International (U.S) Corp. - provided any teleco munications services during the
2010 calendar year. Accordingly, the remaining entitie are not required to submit CPNI
certifications. To the extent that such entities in the f ture provide telecommunications
services, they will be bound by the TELUS CPNI policy tated herein.



TELUS COMMUNICATIONS COMP NY
TELUS INTERNATIONAL (U.S.) CO P.

STATEMENT OF CPNI OPERATING PRO EDURES

TELUS Communications Company and TELUS International (U.S.) Corp. (collectively "TELUS") have
established policies and procedures to comply with the FCC's rule pertaining to the use, disclosure,
and access to customer proprietary network information ("CPNI") s t forth in title 47, section 64.2001
et seq. of the Code of Federal Regulations. These procedur s ensure that each company is
compliant with the FCC's CPNI rules. This statement is a s mmary of TELUS' policies and
procedures designed to safeguard CPNI.

1. TELUS may use, disclose and/or permit access to CPNI rei ting to U.S. customers and/or the
telecommunications services that TELUS provides to cust mers with locations in the United
States for the following purposes:

(A) for the provision of the telecommunications service from which such information is
derived, or

(8) for the provision of services necessary to, or sed in, the provision of such
telecommunication service, including the publishing or directories; or,

(C) for the following limited purposes:

(1) to initiate, render, bill, and collect for telecommuni ations services;

(2) to protect the rights or property of TELUS, or to otect users of those services and
other carriers from fraudulent, abusive, or unla I use of, or subscription to, such
services;

(3) to provide any inbound telemarketing, referral, or administrative services to the
customer for the duration of the call, if such call as initiated by the customer and
the customer approves the user of such informati n to provide such services; and,

(4) to the extent applicable, to provide call location in ormation concerning the user of a
wireless services:

(i) to a public safety answering point ("PSA "), emergency medical service
provider, or emergency dispatch provider, ublic safety, fire service, or law
enforcement official, or hospital emergency r trauma care facility, in order to
respond to the user's call for emergency servi es;

(ii) to inform the user's legal guardian or membe of the user's immediate family of
the user's location in an emergency situatio that involves the risk of death or
serious physical harm; or

(iii) to providers of information or database anagement services solely for
purposes of assisting in the delivery of eme ency services in response to an
emergency.

2. TELUS does not use CPNI relating to U.S. customer and/or the telecommunications
services that TELUS provides to customers located in the nited States to conduct outbound
marketing or in connection with its sales and marketing mpaigns. TELUS also does not
disclose or permit access to CPNI relating to U.S. cust mers and/or telecommunications
services that TELUS provides to customers located in the United States to affiliates or third
parties for marketing purposes. TELUS has expressly identified the use, disclosure, or
access to CPNI relating to U.S. customers and/or the telecommunication services that
TELUS provides to customers located in the United State for marketing purposes as a non­
legitimate business purpose.



3. TELUS has implemented privacy and other ethical policie and procedures that restrict and
prohibit its personnel from accessing and/or making use of customer data or information,
including CPNI, for purposes other than legitimate busines purposes.

4. TELUS trains its personnel in relation to these privacy policies and procedures, and, in
particular, when personnel are and are not permitted to u e CPNI. TELUS has established
disciplinary procedures, including and up to termination, f r violations of these policies and
procedures.

5. TELUS has implemented procedures to authenticate its cu tomers.

6. TELUS has instituted measures to discover and protect against unauthorized attempts to
access CPNI. Among other measures, TELUS has ado ted implemented internal security
procedures and other network security protocols, includ ng, without limitation, encrypting
data.

7. TELUS has implemented policies pursuant to which it will track any breaches of CPNI, and
will notify the United States Secret Service and the Feder I Bureau of Investigation, and its
customer (if permitted) upon reasonable discovery of a bre ch of CPNI. TELUS will maintain
a record of such information for a two-year period.

8. TELUS will track customer complaints regarding CPNI.

9. TELUS will submit an annual CPNI certification to the F C from an officer with personal
knowledge of the policies and procedures that TELUS has stablished to safeguard CPNI.


